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LEGAL TECHNOLOGY: WHY?

Use legal technology because it makes you a better lawyer

» Use legal technology because it protects your data

Use legal technology to create and maintain a client focused firm

Use legal technology to stay competitive

Use legal technology to improve your bottom line..$$$



PROOFREADING SOFTWARE:

EVERYONE NEEDS A SECOND SET OF EYES

https://support.office.com/en-us/article/select-grammar-and-writing-style-
options-ecdé0e?f-6b2e-4070-b30c-42efaécff55agui=en-US&rs=en-US&ad=US



https://support.office.com/en-us/article/select-grammar-and-writing-style-options-ecd60e9f-6b2e-4070-b30c-42efa6cff55a?ui=en-US&rs=en-US&ad=US

PROOFREADING SOFTWARE

TO CONSIDER

Perfectlt is a lawyer developed
proofreading and editing add-in
for MS Word that works on PCs
and Macs. This is a legal writing
tool that checks for and
enforces legal writing and style
guidance per the American
Legal Style. Free frial then
$70./yr. for up to 49

users.https://legal.intelligentediting.
com

ProWritingAid analyzes entire
documents with no word limifs,
allows you to edit where you
write and has free access 1o
writing resources. Free trial, free
basic plan, Premium $70./ yr.
https://prowritingaid.com

« Grammarly Business helps teams

Improve their communication at
work. It integrates across platforms
and devices. Free option and
Premium for $139.92 monthly.
hitps://www.grammarly.com



https://legal.intelligentediting.com
https://prowritingaid.com
https://www.grammarly.com

SCHEDULING A MEETING
v Doodle: v' Calendly:

https://doodle.com hitps://calendly.com
v NeedToMeet:

hitps://www.needtomeet.com



Connecting Online Applications

v Lapier: v Microsoft Flow:

v hitps://Zapier.com

https://flow.microsoft.com



QUICK TIPS TO KEEP

DATA SAFE

When using a public charging station turn off your phone before
connecting our data can be hacked if you use a public USB
charging station or kiosk. Use a backup battery instead.

Invest in a RFID wallet or passport cover; this blocks RFID signal from
being read.

Disable Bluetooth when you are not using if.
Enable Touch ID or Facial Recognition if you use an Apple device.
Use “passphrases” rather than “passwords”.
Turn off your computer. When you're finished using your computer

or laptop, power it off. Leaving computing devices on, and most
often, connected to the Internet, opens the door for rogue attacks.
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